Annual report on the application of the anti-money laundering law 
Report drawn up in appliance of articles §19, §7 of the anti-money regulations of the diamond sector. 
Name diamond dealer/name of firm: ........................................................................................................

Address : ........................................................................................................................................................................

Company number
 (Crossroads bank for enterprises): ........................................................................................

Registration number diamond dealer
 (FPS Economy): ..........................................................................................

	Undersigned declares to have taken knowledge of the regulations of the 22d of October 2006 implementing the Act of the 11th of January 1993 for the prevention of the use of the financial system for money-laundering purposes and the financing of terrorism, modified by the law of the 12th of January 2004, and declares to apply these legal provisions.



Report drawn up by: ……………………………………..(person in charge of anti-money laundering)

Contact details (Phone number, E-mail address) : .......................................................................................................................

Report on the period (last year): ……………..                   yes  -  no




If no : reason 











· active as a broker only                                                                                                         
· active as an employee at the cost of making only                                                                                                 
· active as a jeweller only                                                                                                          
· active as a seller of diamond tools only                                                                                  
-     no activities in the diamond sector during the past year. I enclose (if available) the pieces of evidence required (balance, bookkeeper’s statement, …)
1. The person in charge of anti-money laundering
	What is the professional and hierarchic position of the person in charge of anti-money laundering
	
	

	· Manager(s)
	yes
	no

	· Commercial manager
	yes
	no

	· Financial responsibility or  member of the board of Financial managers 
	yes
	no

	· Responsibility within the accounts department
	yes
	no

	· Specific function reporting to management
	yes
	no

	· Other (please specify) : .............................................................................................................................
	yes
	no


2. Identification of clients
	
	BUSINESS CONTACT

	CASUAL RELATION


	2.1. Method of identification
	Copy of registration 
number
	Copy of identity card / passport or driver’s license 
	Copy of registration in the Aliens Data Bank System (i.e. non-nationals) or residence permit
	Articles, lists of managing directors, publication concerning authority to represent (similar documents for foreign legal persons)
	Copy of registration number
	Copy of identity card / passport or driver’s license 
	Copy of registration in the Aliens Data Bank System (i.e. non-nationals) or residence permit
	Articles, lists of managing directors, publication concerning authority to represent (similar documents for foreign Legal persons) 

	For all clients registered
 as diamond dealers in Belgium
	yes    /   no
	yes    /   no
	

	

	yes    /   no
	yes    /   no
	

	


	For non-registered clients:

	Residing in Belgium
· Natural persons 
· Mandatories of clients

· Legal persons

	

	yes    /   no
yes   /    no
	yes   /  no
yes   /  no
	
yes   /    no

	

	yes    /   no
yes   /    no
	yes   /   no
yes   /    no
	
yes   /    no


	abroad
· Natural persons 
· Mandatories of clients
· Legal persons


	

	yes   /   no
yes   /   no
	

	
yes    /    no

	

	yes   /   no
yes  /    no
	
	
yes    /   no



	2.2. In which manner are the identification data (registration number, identity card/passport, driver’s licence, articles of association) of your clients retained
	
	

	· On paper (a photocopy, a print out of electronic information, a physical file)
	yes
	no

	· On an electronic carrier (e.g. on a pc)
	yes
	no

	· Kept by an external service provider (accountant or bookkeeper)
	yes
	no

	Contact address of the external service provider:

· name: ……………………….

· telephone number: ……………………

· mail address (if any): ……………………..
	
	

	2.3. Are these items of evidence of nationality 
· Available in your business 
· At request (you asked your client for the data, but you haven’t received them yet)
· A list was made of all requested evidence 
	yes
yes
yes
	no
no
no

	2.4. Was a list of all clients drawn up and was the method of identification of each client mentioned?
	yes
	no

	2.5. Was one (or several) of the following specific difficulties encountered regarding the identification of clients:
	
	

	· Client’s refusal to provide identification data
	yes
	no

	· Missing or incomplete address 
	yes
	no

	· Incomplete information concerning managing directors and representation of client-firms
	yes
	no

	· Insufficient information regarding nature of business contact (motivation, way of paying…)
	yes
	no

	2.6. In any of the previous cases, did the client want to pay in another way than by bank transfer?
	yes
	no

	2.7. In case you encountered any of the above mentioned problems (2.5 and 2.6), was a report concerning this drawn up and retained? 
	yes
	no

	· If the answer is no, why not? ……………………………………………………………………………………………………

………………………………………………………………………………………………………………………………………………..
	
	


3.  Long-distance identification

	3.1. During the last year, did you need to carry out a long-distance identification of a client lacking physical presence? 
	yes
	no

	3.2.  If the answer to the previous question is “yes”: how did you identify the client: 
	
	

	· Registration number
	yes
	no

	· Electronic identity card
	yes
	no

	· Copy of the passport/identity card, driver’s licence, articles of association, …
	yes
	no

	3.3. Did you refuse a potential customer during the last year?
	yes
	no

	3.4.  If the answer to the previous question is “yes”, for which reasons was the potential client refused?
	
	

	· Because there were reasons to believe that the client was avoiding direct contact 
	yes
	no

	· Because there were reasons to believe that the client had money-laundering intentions
	yes
	no

	· Where a long-distance transaction implicated a payment in cash 
	yes
	no


4.  Identification of the ultimate beneficiaries
 
	4.1.  Do you have the identification data of the ultimate beneficiary behind each of your clients?
	yes
	no

	4.2.  If not, do you have a credible source in all cases, of which a copy is at your disposal or available at request? 
	yes
	no

	4.3.  If not, did you draw up a written declaration of your own assessment of the identity of the ultimate beneficiary
	yes
	no

	4.4. Did you deal with clients lacking identification as specified in 4.1. until 4.3.
	yes
	no

	· If so, did you draw up and retain a report on this? 
	yes
	no

	4.5. Did you deal with clients of whom it is suspected that the ultimate beneficiary has appropriated the client’s identity to disguise his own identity?
	yes
	no

	· If so, did you draw up and retain a report on this?
	yes
	no

	4.6. Do you have clients, of whom you don’t know the ultimate beneficiary, who want to pay otherwise than by bank transfer?
	yes
	no


 5.  Client-acceptance policy

	5.1.  Does the firm have a client-acceptance policy with regard to the anti-money laundering legislation? 
	yes
	no

	5.2.  Has this client-acceptance policy the form of:
	
	

	· A written document
	yes
	no

	· The dissemination and availability of the anti-money laundering legislation 
	yes
	no

	5.3.  During the last year, did you have any “politically prominent persons” among your clients?

	yes
	no

	If so, did you take steps to find out about the origin of the funds used throughout these transactions:
	
	

	· Payments by bank transfer only, in order to secure these taking place with known and accepted means within the financial system. 
	yes
	no

	· Other evidence or declarations made by “politically prominent persons”
	yes
	no

	5.4.  Which method do you apply to find out if a business relation is a “politically prominent person”?:
	
	

	· Internet research
	yes
	no

	· Questioning of client
	yes
	no

	· Overall reputation
	yes
	no

	· Consulting official listings (United Nations, European Union,…)
	yes
	no


6.  Duty of vigilance 
	During the last year, did you verify or update the available identification data of the clients ?  
	yes
	no


7.  Duty to retain
	7.1. Do you retain evidence of client identification up to the 5th year after the termination of the relationship?  
	yes
	no

	7.2. If so, in what way is it retained:
	
	

	· Electronic carrier (e.g. on pc)
	yes
	no

	· Evidence on paper 
	yes
	no

	· Evidence kept by an external service provider (accountant or bookkeeper)
	yes
	no

	Contact details external service provider
· Name: ……………………………………………………………………….

· Phone number: ………………………………………………………….

· Email address: …………………………………………………….
	
	


8.  Duty to draw up a written report
	8.1.  During the last year, were transactions which could have been susceptible to money laundering or financing of terrorism investigated?  
	yes
	no

	· If so, was a written report drawn up and retained?
	yes
	no

	· Is this report being retained for a period of 5 years?
	yes
	no

	8.2.  Has the person in charge of anti-money laundering informed the relevant members of staff of the criteria for the identification of atypical transactions
 which should lead to a similar investigation and report?
	yes
	no

	If so, did this happen: 
	
	

	· by internal announcements or memo’s
	yes
	no

	· by external sources of information/sessions (e.g. AWDC,….)
	yes
	no


9.  Obligation to train and sensitise members of staff
	9.1. Do you have staff employed in your company?
	yes
	no

	9.2. If so, in which way did you ensure during the last year that the relevant members of staff and the person in charge of anti-money laundering of your firm received information that should enable them to recognise money laundering and financing of terrorism.   
	
	

	· Dissemination and availability of the anti-money laundering legislation and/or information brochures
	yes
	no

	· Internal training, communication, memo’s 
	yes
	no

	· participation in external initiatives and information sessions  (e.g. AWDC,…)
	yes
	no

	· training by external service provider (accountant, bookkeeper)
	yes
	no

	9.3. Within the company, who notifies atypical or unusual transactions to the Cell for financial data-processing:
	
	

	· the person responsible for anti-money laundering, who receives reports from other members of staff, if any
	yes
	no

	· the management
	yes
	no


10. Duty to report
	Have you reported any suspected money laundering to the Cell for Financial data-processing during the last year? 
	yes
	no

	If so, in which manner: 
	
	

	· First by Telephone
	yes
	no

	· Only in writing
	yes
	no

	· Only in advance
	yes
	no

	· Afterwards
	yes
	no

	· Exclusively by the person in charge of anti-money laundering
	yes
	no

	· Also by other members of staff or person in charge
	yes
	no


Report (or sworn statement)                   drawn up on  


…………………………………………


Signature�





………………………………………….








� The company number is the same as the VAT number, preceded by 0.


� You can find the diamond dealer’s registration number at the web site � HYPERLINK "http://www.registereddiamondcompanies.be" ��www.registereddiamondcompanies.be� 


� This is the case when a client regularly and repeatedly turns to the same diamond dealer for the execution of a number of separate and consecutive commercial transactions. 


� The case when a single commercial transaction is executed with a coincidental client. 


� Registered at the department for permits at the FPS for Economy, implementing art. 169, §3 of the programme Act of the 2d of August 2002 and the Royal Decree of the 30th of April 2004, and thus in possession of a registration number


� The mandatory is he who, in whichever capacity, has been authorised by the client to act in his name, it is, in other words, the representative of the client with whom one is specifically dealing. 


� A legal person = a company, a non-profit association or any other legal entity


� Long-distance identification must take place when a transaction is carried out with a client who is not physically present. 


� Ultimate beneficiary = the natural person who is the ultimate owner OR has control over the client (e.g. the shareholders) OR on who’s account a transaction or activity is carried out


� Client-acceptance policy = a policy regarding the acceptance of potential clients in order to try and prevent money laundering and financing of terrorism 


� Politically prominent persons are natural persons who hold or have held a high position abroad and their direct family members or close associates (for the listing see article 14 §2 of the regulations of the 22d of October 2006)  


� Atypical transactions = transactions which, because of their nature or unusual character, the accompanying circumstances or the capacity of the persons involved, are considered very susceptible to money laundering or financing of terrorism 
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